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I. Introduction: 50 years of legal harmonisation and cooperation in a regional setting

· criminal law: symbol of State power (utopian to harmonise criminal law in general, jealously guarded field of competence; no pressing needs until recently; exclusive right of sovereigns for centuries to grant assistance or surrender a fugitive; contrast to commercial law: early harmonisation, because of pressing economic interests)

· harmonisation of criminal law: only in very confined areas: war crimes, piracy, terrorism, drugs and, more recently, organised crime, corruption, money laundering and cybercrime;

· multilateral cooperation (group of like-minded states); 

· the sovereignty issue: towards erosion ?

II. Main treaties related to international co-operation in criminal matters

Extradition

* 1957 European Convention on Extradition (hereinafter referred to as “ECE”)

Background: host of bilateral treaties in Europe, diverging practices; Drafters’ goal: replace cca. 300 bilateral treaties by a single uniform instrument, harmonise conditions of extradition, enable faster procedures;

Principles:

· Parties undertake to surrender (extradite) to each other fugitives, who are sought by the requesting party for : 1) execution of a sentence 2) a criminal trial or for an investigation

· Common threshold for “extraditable offences”: offences punishable by at least 1 year imprisonment; if person sought already convicted, at least 4 months imposed

· Any party could exclude certain categories of offences

· Per se excluded from extradition : military offences

· Parties must refuse (‘shall not be granted’): political offences or offences connected with such offences; ordinary offences in relation to which requested party suspects human rights abuse (e.g. racial discrimination); case was already subject to final judgment by requested Party (“non bis in idem”)

· Parties can exclude : fiscal offences

· Parties can refuse: extradition of nationals (most continental European countries do not extradite, UK and other common law countries do); if extradition refused, obligation to submit case to national competent authorities (“aut dedere aut iudicare”)

·  Parties can refuse: if offence is punishable by capital punishment, unless assurances given by requesting Party

· Guarantees: Rule of speciality (except if fugitive consents or does not leave after final discharge the country to which he was extradited) ; Prohibition to re-extradite to third State

· Provisional arrest: in case of urgency, in anticipation of formal extradition request (Öcalan-case); ICPO red-list; 40 days maximum, otherwise release;    

* 1975 Additional Protocol to ECE

· Excluded from the category of  political offences (barred possibility of refusal on this ground) the following :

· crimes against humanity (e.g. genocide)

· war crimes (violations of the Geneva Conventions)

* 1978 Second Additional Protocol to ECE

· barred possibility of refusal for fiscal offences if “abstract” dual criminality test met (offence in both Parties have “same nature”) – see also first Protocol to ECMA

· introduced new grounds of refusal: extradition sought on the basis of judgment rendered “in abstentia”and minimum rights of defence not respected (Article 6 ECHR: “right to fair trial”, e.g. equality of arms), unless assurances given for fair retrial; amnesty (pardon) granted in respect of offence 

* 1977 European Convention on the Suppression of Terrorism (“ECST”)

· Political context: terrorist wave in Europe: Baader-Meinhof; RAF; Brigade Rosso; Action Directe

· Policy objective: amend all bilateral and multilateral extradition treaties in force between Parties to ECST so as to exclude from the category of  political offences (barred possibility of refusal on this ground) the following:

· aircraft hijacking and similar acts (violations of 1970 The Hague and 1971 Montreal Conventions);

· serious offences against “internationally protected persons”, e.g. diplomats;

· kidnapping and hostage-taking;

· use of bombs and firearms;

· any attempt of the above.

· These offences become extraditable offences per se; absolute obligation to submit case to national competent authorities for prosecution if extradition is refused for some reason (e.g. national); Parties may also refuse extradition, if after examining all aspects of the offence, they still regard it as political (e.g. for reasons of State security)

· Obligation to render mutual assistance to other Parties in connection with the above offences (assistance cannot be refused on the ground that offence is political); ECST amended mutual assistance treaties in force between Parties in this regard

Mutual Assistance

* 1959 European Convention on Mutual Assistance in Criminal Matters (ECMA)

Directly linked to 1957 ECE; same background and policy objectives

Principles:

· obligation to provide the largest measure of mutual assistance in respect of offences which fall within the jurisdiction of judicial authorities of the requesting Party; exception: military offences

· assistance may be refused if it concerns political or fiscal offences or if it is likely to prejudice essential interests of the requested Party (State security)

· usual format of request: “letter rogatory”

· usual purpose of request: procuring evidence, transmitting articles to be produced in evidence, records, documents 

· usual way of executing request: according to the law and procedures of the requested Party (except: hearing witness on oath, if not prohibited by law)

· if request aims at coercive power (search or seizure), requested Party may require dual criminality, extraditable offence or consistency with its law

· request may also concern: service of writs and records of judicial verdicts, hearing of witnesses or experts (requesting Party may request personal appearance before its own judicial authorities); if witnesses or experts consent to appear before foreign court, they cannot be prosecuted or detained (safe conduit)

· usual channel of transmission: MoJ to MoJ both ways; exception: in case of urgency request can go directly from judicial authority to judicial authority, but it must come back through MoJ cannel; direct judicial channel can also be used, both ways, for transmitting judicial records or executing investigation measures preliminary to prosecution; ICPO can be used if direct transmission allowed 

· if assistance is refused, reasons must be given

* 1978 Additional Protocol to ECMA

· lifted ground of refusal based on fiscal offences

· if coercive power (search or seizure) requested, “abstract” dual criminality is enough for fiscal offences

* 2001 Second Additional Protocol to ECMA

Background: May 2000 EU Treaty; draft CoE Comprehensive Convention

New Principles:

· obligation: “promptly” to provide mutual assistance

· extended application of ECMA to administrative offences, if judicial review is possible

· usual channel of communication for letters rogatory : can be sent directly between judicial authorities both ways (no longer need to be urgent), but Parties may require that copy is sent to central (MLA) authority; transmissions can be made through electronic means

· execution of request : if any specific formalities or procedures required by requested Party (for making evidence admissible), requested Party shall comply, unless this is contrary to its Constitution

· Hearing by video-conference 

· witness or expert can be heard in the territory of requested Party through video-conference if appearance before foreign judicial authority is not “desirable or possible” (protected witness, e.g. mafia pentito)

· witness or expert must agree to be heard by video-conference 

· hearing takes place before the judicial authority of the requested Party (thus ensuring proper identification and conformity with procedural rules), but is conducted by or under the direction of the judicial authority of the requesting Party; minutes are produced by the requested Party’s judicial authorities

· Hearing by telephone conference

· Reason: more practical (personal appearance is not essential)

· witness or expert must agree to be heard by telephone conference

· Hearing is conducted directly by foreign judicial authority, but requested Party notifies witness or expert about time and venue and ensures identification 

· Spontaneous information: possibility to assist foreign investigation without request

· Restitution: possibility of returning unlawfully obtained property to legitimate owners in requesting Party

· Cross-border observations

· Police observation of suspect (in case of criminal investigation into an extraditable offence) or of third person who can lead to such suspect may continue beyond national border if prior authorisation granted by (neighbouring) requested Party

· Observation can also be done by requested Party’s officials

· If no prior authorisation is possible for reasons of urgency (“hot pursuit”), police observation by investigating Party’s officials can continue only for serious offences (listed), provided other (requested) Party is notified simultaneously that border was crossed and a request is filed without delay; if authorisation is refused within 5 hours, observation must cease

· Police officials crossing the border must observe local instructions, must carry local authorisation (if granted prior to crossing) and must be identifiable as officials; they may carry their weapons unless prohibited by local authority 

· Observation cannot continue on private premises (no entry) or result in arrest or questioning 

· Everything done must be reported and may be subject to local scrutiny

· Controlled delivery

· Controlled delivery (of drugs, cash or other shipment) “may be permitted”, on request, for criminal investigation into extraditable offence; decision by requested authority on a case by case basis  

· Controlled delivery takes place under the control and in accordance with the procedures of the requested Party

· Covert (under-cover) investigations

· Parties may agree to conduct covert operations together (investigation officials acting under “cover” - false identity)

· Conditions of operation and legal status of officials must be agreed by the Parties before operation starts, but normally the law and procedures of the Party where operation is conducted apply

· Parties must ensure the security of covert officials

·  Joint investigation teams

· (2 or more) Parties may also agree to set up joint investigation teams for a specific purpose and a limited period, e.g. for complex international crimes (Operation “Cathedral”) or crimes which require concerted action or close international co-ordination (Operation “Green Ice”) ; 

· Leader of the joint team must be selected from country in which the team operates; it must observe the law of that country

· Team consists of “Members” and “Seconded members”

· Seconded members may be present at places/premises where joint investigation is conducted and, subject to authorisation by all Parties involved, may carry out investigation themselves

· Information gathered during joint investigation can normally be used for connected investigations

· Liability of officials involved in cross-border observation, controlled delivery, covert investigations, joint investigation teams

· criminal : foreign officials are regarded as local officials and therefore are subject to criminal law of the Party where operation is conducted (regarding offences committed by or against them)

· civil : country of foreign official has full liability for damage

· Protection of witnesses: if at risk of intimidation or in need of protection, measures of protection must be provided

· Provisional measures: preserve evidence, maintain an existing situation or protect endangered legal interest

· Confidentiality (of request) and Protection of data provided

III. Main treaties related to specific types of crime or assistance

* 1990 Convention Laundering, Search, Seizure and Confiscation of the Proceeds from Crime (“Strasbourg Convention”)

Background: 1988 UN Convention on Drugs; policy objective: recovery of criminal proceeds from serious crimes (not only drug trafficking) - Convention seeks to provide a complete set of rules for recovering criminal proceeds, covering all stages of the procedure from the first investigations to the enforcement of a confiscation sentence, both nationally and internationally

Principles:

· Parties must be able to confiscate: 1) instrumentalities; 2) proceeds; 3) property the value of which corresponds to proceeds 

· Parties must be able to trace property liable to confiscation and take precautionary measures against its transfer or disposal 

· Parties must be able to order through judicial order or otherwise that bank, financial and commercial records be made available

· Parties must criminalize the laundering of proceeds (from any crime), though they can restrict the range of predicate offences; definition is based on UN 1988 Convention on Drugs: “conversion or transfer of property” or “concealment or disguise of the true nature/ownership etc. of property”, knowing that such property is proceeds; 

· “Knowledge” requirement: can be inferred from factual circumstances

· Possibility  to criminalize self-laundering (e.g. drug trafficker who buys real estate from own drug proceeds) and negligent laundering (“ought to have known” – banker who does not pay attention, but should have)

· Parties must assist each other in the identification, tracing, seizure and confiscation of any criminal proceeds (not only laundering-related proceeds); obligation to take provisional measures (blocking bank accounts, freezing assets through e.g. attachment orders)

· Dual way for dealing with foreign confiscation request : Parties must either recognise the value of foreign confiscation orders and enforce them or obtain a domestic confiscation order

· Confiscation may concern instrumentalities, proceeds or substitute assets (property the value of which corresponds to proceeds)

· Sharing confiscated assets: only if so agreed by the Parties, otherwise confiscating country keeps the assets (unfair !!)

* 1998 Convention on the Protection of the Environment through Criminal Law

Background: Major pollution cases in Europe in 1980’s, mainly caused by criminal negligence (e.g. Exxon-Valdez); policy objective: protection of the environment through criminal deterrence : harmonising criminal law approach to environmental violations and setting common standards for penalties

Principles:

· Parties must criminalize 1) serious pollution (active or by omission) of environmental media which causes death, injury or damage (including cases where no damage occurred yet: “risk offences”); 2)  illegal operation of dangerous plants (with similar consequences); 3) illegal handling of nuclear material (with similar consequences)

· Criminal liability must be established for intentional acts; equally, it must be established for acts of negligence, but can be restricted to gross negligence

·  Less serious cases of pollution or other violations of environmental regulations must be established as “administrative offences” (German model: “Ordnungswidrigkeiten”)

· For criminal offences under the Convention, Parties must provide imprisonment as possible penalty (also pecuniary sanctions); Parties may provide for obligation to “reinstate the environment”

· Parties must provide for possibility of imposing a penalty (criminal or administrative) on corporations on whose behalf physical person was acting: “corporate liability” (vicarious-type objective liability)

· Environment is a collective good: NGOs were granted right to intervene as “amicus curiae” in proceedings (Greenpeace)

· International co-operation: use of existing treaty channels (for MLA and administrative proceedings)

* 1999 Criminal Law Convention on Corruption

Background : rampant political and economic corruption in many European countries, problems of international co-operation (“Mani Pulite” investigations); policy objective: protection of democracy by criminal law, e.g. by harmonising definition of corruption offences, in both public and private sectors, and dismantling artificial legal barriers that prevent international investigations and prosecutions from going ahead

Principle: 

· Parties must criminalize corruption offences along common definition (active and passive bribery of various types of public officials, MPs and judges, both domestic and foreign, and active and passive bribery between private persons – only in the course of business activity !!)

· Parties must also criminalize corruption-type or related offences: trading in influence, laundering of corruption proceeds, accounting offences

· Parties must provide for corporate liability for corruption offences (including liability incurred as a result of lack of supervision); can be civil, criminal or administrative, but must be “effective, proportionate or dissuasive”

· Penalties provided at domestic level must include imprisonment (for natural persons)

· Obligation to confiscate corruption proceeds (instrumentalities, proceeds and property the value of which corresponds to proceeds)

· Obligation to have a specialised anti-corruption service (inspiration: ICAC !!)

· Obligation to protect whistle-blowers and witnesses reporting corruption

· Monitoring procedure : GRECO

· International co-operation: obligation “promptly” to process requests of MLA;

· No possibility of invoking bank secrecy as a ground to refuse co-operation

· Corruption offences must be extraditable

· Communication : directly between judicial authorities in case of urgency

· Declarations and reservations: quasi “sunset-clause” (3 years renewable)

* 2001 Convention on Cybercrime (« Budapest Convention »)

Background: emergence of new types of computer misuse; gap between new “virtual” reality (computer networks being targeted or used for committing crime) and legal regulation focusing on tangibles; policy objective: create a safer information society by criminalizing major violations and establishing fast procedures for investigation, both domestically and internationally  

Principles:

· Parties must criminalize 4 types of criminal offences:

· “c.i.a. – offences” – computer system or data are target

· computer-related crimes (fraud and forgery) – computer system or data are means of committing traditional crimes

· IP rights violation (must involve “commercial scale” !!)

· Content-related offences (child-pornography; future protocol: racist propaganda as well)

· Obligation to provide for corporate liability (administrative, civil or criminal)

· Sanctions for natural persons must include imprisonment

· Comprehensive procedural regime for on-line investigation (not only into those crimes defined in the Convention !!); under their laws, Parties must provide for:

· expedited preservation of stored computer data (cf. EC Directive on DP !!)

· expedited preservation and disclosure of traffic data (tracing computer-trail)

· production order

· search and seizure of stored computer data

· real-time collection of traffic data

· interception of content data

· safeguards: adequate protection of human rights applicable under 1950 ECHR and 1966 ICCPR, plus proportionality (“reasonableness”), judicial review, grounds, limitation

· international co-operation: must provide same measures of assistance on request as available under domestic procedural regime for on-line investigation, as well as traditional types of mutual assistance;

· cyber crimes must be made extraditable

· Data-flow: confidentiality and limitation of use

· New channel of assistance: 24/7 network

· Ambition: world-wide-war on cybercriminals

IV. Mechanisms of enforcement and follow-up: two examples

· PC-R-EV

· GRECO

V. Non-treaty based harmonisation of laws: some relevant CoE recommendations

Recommendations are common European policy guidelines (blue prints) for national legislations without a legally binding force

· Recommendation N° R (97) 13 on the intimidation of witnesses and the rights of the defence

· context: organised crime puts witnesses’ life and also criminal justice system at risk 

· duty to testify at court must be compensated by protection measures against witness intimidation

· use of alternative, non face-to-face, methods of giving testimony by video-hearing or by granting witness anonymity (non-disclosure of identity) (ECHR jurisprudence: accused must have the opportunity to challenge the witness’s testimony; conviction cannot be based solely on anonymous testimony)

· Special programmes of protection for witness and relatives (when life or security at risk), including relocation, new identity, penitentiary benefits

· Recommendation N° R (2001) 11 on guiding principles on the fight against organised crime

· context: sophistication and power of crime syndicates seen as threat to security, democracy and the Rule of law

· Common definition of OC: identical to UN TOC 

· Prevention measures: States need to create obstacles to OC infiltration into economy (offshore, financial intermediaries, regulatory jungle, good corporate governance, whistle-blowing)

· Criminal law measures: criminalisation of OC membership; laundering; confiscation and forfeiture (reverse onus); tax offences; financial investigations; disclosure of bank or professional secret; witness protection; intrusive investigative methods; pro-active policing; multidisciplinary teams

· International co-operation (exchange of company information !!) 

VI. Best practice surveys

· witness protection schemes (NL; G; I)

· reversing the burden of proof in confiscation proceedings (CH; DK; IRL)

· electronic surveillance (UK; RU; G)

� For further information, please do not hesitate to contact me by e-mail (� HYPERLINK "mailto:peter.csonka@coe.int" ��peter.csonka@coe.int�) or by telephone (+33 388412228) 





